
LECA  2024 Page 1 of 2 

DISCLAIMER: In accordance with the Community Safety and Policing Act and the Freedom of Information 
and Protection of Privacy Act, the summary below has been de-identified to remove the personal information 
of individuals, including public complainants and persons who were the subject of the investigation. 

DE-IDENTIFIED SUMMARY UNDER SECTION 167(2) OF THE CSPA 
Original Police Service: Date of Complaint: 

Type of Investigation:  

Referred to Same Service: ☐ Referred to Other Service: ☐ Retained by LECA: ☐ 

Service Investigations Referred to: 

De-identified Summary of Complaint 
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Decision and Reasons 
   

Unsubstantiated Code of Conduct Allegations 
   


	Police Service: []
	Type of Investigation: Referred to Same Service
	Date of Complaint: 01/02/2025
	Police Service Referred To: []
	Summary of Complaint: The complainant called and spoke to the Respondent Officer (RO) who was the Officer-in-Charge  on the front desk. The complainant stated that he was being blackmailed and threated by an unknown person over an app called "Telegram".  The suspects were threatening to publish the complainant's naked photo if $500 wasn't paid.  The complainant stated that the suspects must have hacked into his cell phone using "mobile hacking devices".  The complainant initially denied taking the nude photos of himself and sending them to anyone.  After considerable questioning by the RO, the complainant finally admitted that he did take the photos of himself and did send them to someone. 
 
The RO recommended the complainant not pay the money or the suspects will just demand more money.  Further, the RO advised the complainant that there was little the police could do as the suspects were utilizing an encrypted app to hide their identity and were most likely not even in Canada.  The RO recommended the complainant not send naked photos of himself to anyone. The complainant didn't like the RO's responses, so he hung up on the RO before providing any personal information.  At no time during the conversation, did the complainant request the officer's name or badge number.  
   
   
	Code of Conduct Allegations: Allegation 1 - Fail to provide identifying information upon request – S. 13 (2) 

Allegation 2 - Neglects to do duty – S. 19 

Allegation 3 - Conduct undermines public trust – S. 10 (1) 
	Decision and Reasons: Allegation 1 - The investigator reviewed the the entire recorded phone conversation between the complainant and the RO.  At no time did the complainant request the officer's name or badge number.

Allegation 2 - The RO listened to the complainant.  The complainant continued to lie for several minutes regarding his actions.  The RO provided a recommendation to not pay the money and do not send naked photos to anyone.  The complainant hung up on the RO before providing any personal information so that a call for service could be created.  The RO did not breach any procedures established by the police service.  Based on a review and analysis of the information, the investigation has determined that there is insufficient evidence to establish that misconduct occurred in relation to this allegation.

Allegation 3 - The RO was calm and polite throughout the phone conversation.  The RO posed questions to the complainant as he continued to lie.  The questions were based on the RO's knowledge and experiences in policing and related to this specific incident.  Ultimately, the complainant admitted to taking the photos and sending them.  The RO provided advice and education.  The RO's demeanor and actions were consistent with the service's mission and values.  The actions of the RO, if known to the community, would not discredit the reputation of the police service.  


